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Which of the following is a typical module or component of an ERP system?

a. Customer Relationship Management b. Learning Management System (LMS)
(CRM)

c. Content Management System (CMS) d. Supply Chain Management (SCM)

Which of the following is an example of a decision-making technique used in
management information systems?

a. Pareto analysis b. Inventory control

¢. Data entry d. Data encryption

Which security measure provides an additional layer of authentication beyond
username and password?

a. Two-factor authentication (2FA) b. Password hashing

¢. Intrusion detection system (IDS) d. Virtual private network (VPN)

What is a Distributed Denial of Service (DDoS) attack?
a. Unauthorized access to customer data  b. Manipulation of website content and

prices
¢. Overloading a website with traffic to d. Intercepting credit card information
make it unavailable during transactions

What is the purpose of a firewall?
a. Encrypting data transmitted between  b. Filtering network traffic to block

servers unauthorized access
¢. Verifying the authenticity of digital d. Monitoring and analysing websile traffic
certificates

Which of the following is an effective measure to protect customer data?

a. Regularly updating software and b. Storing customer data in plain text
patches format

¢. Sharing customer data with third- d. Using weak passwords for
party vendors administrative accounts

Which of the following is an example of a data mining technique?

a. Regression analysis b. Data entry

¢. Data encryption d. Data backup

What is the primary purpose of a customer relationship management (CRM) system?

a. To store and retrieve data b. To manage customer interactions and
relationships

¢. To automate routine tasks d. To provide real-time data analysis

What is Cyber Security?

a. Cyber Security provides security b. Cvber Securily provides security against

against malware cyber-terrorists

¢. Cyber Security protects a system from  d. All of the mentioned
cyber attacks

Which of the following is defined as an attempt to harm, damage or cause threat to a
system or network?
a. Digital crime b. Threat
¢. System hijacking d. Cyberattack
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